3GPP TSG-SA WG2#163	S2-2406396
Jeju, Korea, 27-31 May 2024	(was S2-240xxxx)

Source:	Qualcomm Incorporated
Title:	Conclusions on KI#4
Document for:	Discussion/Approval
Agenda Item:	19.8
Work Item / Release:	FS_UIA_ARC /Rel-19
Abstract of the contribution: This paper proposes principal conclusions on KI#4.

1.	Discussion
This paper proposes updated principles for the conclusion on KI#4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG. The rationale of these changes is explained in this clause. 
The key goal of this KI and the reason is desired to “identify non-3GPP Devices Connecting behind a UE or 5G-RG” is to allow the MNO to apply specific policies. 
The connection though between the non-3GPP Device and the UE or 5G-RG is out of scope of 3GPP. 
The only way that the non-3GPP device can be identified in a UE or 5G-RG is through the non-3GPP connection between the non-3GPP device and UE or 5G-RG. Take the example use case of parental control policies illustrated below:

Figure 1-1: Connection and policy control of non-3GPP devices
The operator has no means to know e.g. through the use of biometrics or other forms of credentials in the non-3GPP device itself whether it is used by an adult (parent) or child (i.e. what is the device information profile that is currently in use). It is therefore unrealistic to think that the operator can apply individual (tailored) parental control policies to each individual child. Instead what is more realistic is to allow the HLOS in the non-3GPP device itself to identify whether it is used by an adult (parent) or child and signal the appropriate traffic descriptor to the UE or 5G-RG. 

Figure 1-2: PDU Session selection for non-3GPP devices
Instead of focusing therefore on the identification of the non-3GPP device itself the operator is focusing on allowing or not a non-3GPP device to use the PDU session with or without parental control. 
The operator can do that through the use of existing URSP rules allow using different PDU sessions e.g. different DNN/S-NSSAI and possibly QoS rules to be used when the HLOS identifies the non-3GPP devices. Any of the existing Traffic Descriptors can be used in URSP rule to determine the traffic route of devices and be agreed upon between the operators and HLOS vendors. If extra security is required, authentication can be performed in the connection manager of the UE or 5G-RG as proposed in S2-240abcd. 
2.	Text proposal
It is proposed to agree the following changes vs. TR 23.700-32:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc165096164]8.X	Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG
The following bullets are the interim conclusion principles for KI#4:
-	The non-3GPP device signals a TD element in URSP rule (e.g. in PIN ID or Connectivity Group or any other TD parameter) based on the device information profile e.g. adult vs. child, gold/silver/bronze etc. This TD element is used for mapping of the traffic from this non-3GPP device to a specific PDU session with certain policies.
-	Optionally the device information profile of non-3GPP devices connected behind a UE/5G-RG can be managed and stored in an AF e.g. adult vs. child, gold/silver/bronze etc. The AF can be deployed by third party or operator.
-	Optionally the use of a specific device information profile by a non-3GPP device behind a UE/5G-RG can be authenticated by the AF based on the interaction among AF, UE/5G RG and devices. For instance a specific username/password can be necessary in order to authorize use of the adult device information profile. The mechanism for authenticating the device information profile is out of 3GPP scope.
-	The AF may leverage the exist 5GS capability (e.g., URSP guidance and QoS request as specified in clause 4.15.6 of TS 23.502 [5]) to support the QoS differentiation for the connected devices based on the device information profile.
-	Optionally the AF may enforce the maximum number of connected devices behind a UE/5G-RG using a specific device information profile. The devices without subscribed device information profile (legacy non-3gpp devices) are not impacted by the enforcement.

>>>>END OF CHANGES<<<<
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